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the power to vote shares of a bank or 
bank holding company and all of the 
banks and nonbanking companies 
owned by the bank holding company, 
including the companies listed below. 

The applications listed below, as well 
as other related filings required by the 
Board, are available for immediate 
inspection at the Federal Reserve Bank 
indicated. The application also will be 
available for inspection at the offices of 
the Board of Governors. Interested 
persons may express their views in 
writing on the standards enumerated in 
the BHC Act (12 U.S.C. 1842(c)). If the 
proposal also involves the acquisition of 
a nonbanking company, the review also 
includes whether the acquisition of the 
nonbanking company complies with the 
standards in section 4 of the BHC Act 
(12 U.S.C. 1843). Unless otherwise 
noted, nonbanking activities will be 
conducted throughout the United States. 
Additional information on all bank 
holding companies may be obtained 
from the National Information Center 
Web site at http://www.ffiec.gov/nic/. 

Unless otherwise noted, comments 
regarding each of these applications 
must be received at the Reserve Bank 
indicated or the offices of the Board of 
Governors not later than March 24, 
2003. 

A. Federal Reserve Bank of Cleveland 
(Stephen J. Ong, Vice President) 1455 
East Sixth Street, Cleveland, Ohio 
44101–2566: 

1. Charter One Financial, Inc., 
Cleveland, Ohio; to acquire 100 percent 
of the voting shares of Advance 
Bancorp, Inc., Homewood, Illinois, and 
thereby indirectly acquire Advance 
Bank, Lansing, Illinois. 

B. Federal Reserve Bank of 
Richmond (A. Linwood Gill, III, Vice 
President) 701 East Byrd Street, 
Richmond, Virginia 23261–4528: 

1. Virginia Financial Group, Inc., 
Culpeper, Virginia; to acquire 9.9 
percent of the voting shares of 
Albemarle First Bank, Charlottesville, 
Virginia. 

C. Federal Reserve Bank of Atlanta 
(Sue Costello, Vice President) 1000 
Peachtree Street, N.E., Atlanta, Georgia 
30309–4470: 

1. Mountain Bancshares, Inc., 
Dawsonville, Georgia; to become a bank 
holding company by acquiring 100 
percent of the voting shares of Mountain 
State Bank, Dawsonville, Georgia. 

D. Federal Reserve Bank of Chicago 
(Phillip Jackson, Applications Officer) 
230 South LaSalle Street, Chicago, 
Illinois 60690–1414: 

1. Iroquois Bancorp, Inc., Gilman, 
Illinois; to acquire 42.19 percent of the 
voting shares of JW Bancorp, Inc., 
Winchester, Illinois, and thereby 

indirectly acquire John Warner 
Financial Corporation, and The John 
Warner Bank, both of Clinton, Illinois. 

2. JW Bancorp, Inc., Winchester, 
Illinois; to become a bank holding 
company by acquiring 100 percent of 
the voting shares of John Warner 
Financial Corporation, and thereby 
indirectly acquire The John Warner 
Bank, both of Clinton, Illinois. 

E. Federal Reserve Bank of Kansas 
City (Susan Zubradt, Assistant Vice 
President) 925 Grand Avenue, Kansas 
City, Missouri 64198–0001: 

1. Bank Capital Corporation, Phoenix, 
Arizona; to become a bank holding 
company by acquiring 100 percent of 
the voting shares of The Biltmore Bank 
of Arizona, Phoenix, Arizona.

Board of Governors of the Federal Reserve 
System, February 19, 2003. 
Robert deV. Frierson, 
Deputy Secretary of the Board.
[FR Doc. 03–4390 Filed 2–26–03; 8:45 am] 
BILLING CODE 6210–01–P

FEDERAL TRADE COMMISSION

Public Workshops: Workshop 1: 
Technologies for Protecting Personal 
Information: The Consumer 
Experience; Workshop 2: 
Technologies for Protecting Personal 
Information: The Business Experience

AGENCY: Federal Trade Commission 
(FTC).
ACTION: Notice announcing two public 
workshops and requesting public 
comment and participation. 

SUMMARY: The FTC is planning to host 
two public workshops to explore the 
role of technology in helping consumers 
and businesses protect the privacy of 
their personal information, including 
the steps taken to keep their information 
secure. Workshop 1 will focus on 
technological tools available to 
consumers and whether and how 
consumers are using them. Workshop 2 
will focus on how businesses use 
technology to manage their information 
practices and provide security.
DATES: Workshop 1, The Consumer 
Experience, will be held on Wednesday, 
May 14, 2003, from 8:30 a.m. to 5 p.m., 
in the Federal Trade Commission’s 
Satellite Building now located at 601 
New Jersey Avenue, NW., Washington, 
DC. Workshop 2, The Business 
Experience, will occur on Wednesday, 
June 4, 2003, also in the Satellite 
Building. The events are open to the 
public and attendance is free of charge. 
Pre-registration is not required. 

Requests to Participate as a Panelist: 
As discussed below, written requests to 

participate as a panelist in either or both 
of the workshops must be filed on or 
before Wednesday, March 26, 2003. 
Persons filing requests to participate as 
a panelist will be notified on or before 
Wednesday, April 9, 2003, if they have 
been selected to participate. 

Written Comments: Whether or not 
selected to participate, persons may 
submit written comments on the 
Questions to be Addressed at the 
workshop. Such comments must be 
filed on or before Wednesday, April 23, 
2003. For further instructions on 
submitting comments and requests to 
participate, please see the ‘‘Form and 
Availability of Comments’’ and 
‘‘Requests to Participate as a Panelist in 
the Workshop’’ sections below. To read 
our policy on how we handle the 
information you may submit, please 
visit http://www.ftc.gov/techworkshop.
ADDRESSES: Written comments and 
requests to participate as a panelist in 
the workshop should be submitted to: 
Secretary, Federal Trade Commission, 
Room 159, 600 Pennsylvania Avenue, 
NW., Washington, DC 20580. 
Alternatively, they may be e-mailed to 
techworkshop@ftc.gov.
FOR FURTHER INFORMATION CONTACT: 
Toby Milgrom Levin, Division of 
Financial Practices, 202–326–3713, or 
James A. Silver, Division of Financial 
Practices, 202–326–3708. The above 
staff can be reached by mail at: Federal 
Trade Commission, 600 Pennsylvania 
Avenue, NW., Washington, DC 20580.
SUPPLEMENTARY INFORMATION: 

Background and Proposed Agenda 

Since 1995, the FTC has sought to 
understand the many consumer issues 
raised by the collection and use of 
consumers’ personal information in our 
fast-changing information economy. 
Commission workshops have examined 
the privacy issues raised by the use of 
this information and, more recently, the 
important and complementary role that 
security plays in providing meaningful 
protections for it. The Commission has 
also undertaken a wide variety of 
education and enforcement initiatives to 
reduce the harms caused by the 
disclosure of personal information, such 
as identity theft, unwarranted 
intrusions, violations of privacy 
promises, and breaches of customer 
databases. As part of this ongoing 
examination, the Commission is 
announcing two workshops designed to 
explore the role of technology in 
protecting personal information. 

Technology has been widely heralded 
as a promising solution to challenges 
that the collection and use of 
information present. A number of 
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products promise to help consumers 
control their sensitive information and 
guard against internal and external 
threats. Similarly, there are an 
increasing number of products designed 
to help businesses manage the consumer 
information they maintain and ensure 
that it is secure. Despite the widespread 
availability of these products, however, 
it is unclear just how much consumers 
and businesses are using them and 
whether they are meeting consumer and 
business needs in this area. Therefore, 
as more and more consumers share 
personal information online and use 
‘‘always on’’ Internet connections, it is 
useful to examine the current role that 
technology plays in protecting 
consumers’ personal information. 

The workshops being announced will 
examine, first, the role technology plays 
for consumers seeking to protect their 
own information and, second, the role it 
plays for businesses seeking to protect 
the consumer information that they 
maintain. Both workshops will also 
examine the changes that have been 
made in the security area since the 
Federal Trade Commission’s May 2002 
workshop on consumer information 
security.

Questions to be addressed at the 
workshops may include: 

A. Workshop 1

Technologies for Protecting Personal 
Information: The Consumer Experience 

1. Are consumers using technology to 
help manage the collection and use of 
their personal information? Why or why 
not? 

• What types of technologies are 
available or under development to help 
consumers manage the collection and 
use of their personal information? 

• Which of these technologies are 
consumers using, which are not being 
used, and why? 

• What factors influence consumers’ 
willingness to use these technologies? 

• Is there empirical data showing 
which technologies consumers are using 
and why? 

• Is consumer education needed to 
make consumers aware of these 
technologies and to help them use 
them? 

• What types of technologies do 
consumers want that do not yet exist? 

2. What role can automated privacy 
notices, such as P3P, play to help 
consumers manage the collection and 
use of their personal information? 

• What technologies are available or 
under development that automatically 
match consumer preferences to 
businesses’ information practices? What 
is their current status of development 
and/or implementation? 

• What are the strengths and 
limitations of these technologies? 

• Are there obstacles to widespread 
adoption of these technologies, and if 
so, how could they be addressed? 

• How do automated privacy notices 
interface with the various types of 
privacy notices—e.g., short, layered, full 
accountability—currently in use? Do 
automated notices raise any special 
liability concerns? 

3. Are consumers using technology to 
help protect their information security? 
Why or why not? 

• What types of technologies are 
available or under development to help 
consumers protect their information 
security? 

• Which information security-
enhancing technologies are consumers 
using, which are not being used, and 
why? 

• What factors influence consumers’ 
willingness to use information security-
enhancing technologies? 

• Is there any empirical data showing 
which technologies consumers are using 
and why? For example, are consumers 
downloading patches, updating virus 
protection, and using firewalls? 

• What information security-
enhancing technologies do consumers 
want that do not yet exist? 

• Are the available technologies 
adequate to address known 
vulnerabilities? 

• Is there a need for more ‘‘built-in’’ 
technology solutions and features that 
are easy for consumers to access and 
use? Should business make it easier for 
consumers with high-speed access to 
install effective firewalls? 

• What are business, government 
agencies, and others doing to raise 
consumer awareness of security issues 
and help create a ‘‘culture of security’’?

B. Workshop 2

Technologies for Protecting Personal 
Information: The Business Experience 

1. How are businesses using 
technology to manage their information 
practices? 

• What types of technologies are 
available or under development to help 
businesses manage their information 
practices and verify their website’s 
privacy policy compliance? 

• Which technologies are businesses 
using, which are not being used, and 
why? 

• Is there any empirical data showing 
which technologies businesses are using 
and why? 

• How have businesses incorporated 
information management technologies 
into their business operations? Do such 
technologies affect businesses’ efforts to 

engage in targeted marketing? Have they 
affected businesses’ profits? 

• What are the costs and benefits, 
including any costs and benefits to 
competition, of implementing their 
technologies? 

• Are there limits to technology’s 
ability to manage consumer 
information? What role do people, 
policies, and organizational structure 
play in implementing effective 
information management programs? 

2. How are businesses using 
technology to provide security for 
consumer information that they 
maintain? What progress has been made 
in this area since the FTC’s May 2002 
Consumer Information Security 
Workshop? 

• What types of technologies are 
available or under development to help 
businesses provide security for 
customer information? 

• Which of these technologies are 
businesses using, which are not being 
use, and why? 

• Is there any empirical data showing 
which technologies businesses are using 
and why? 

• What are the costs and benefits of 
implementing these technologies? 

• Do different types of information 
and information practices warrant 
different types of security protection? 

• Are their security tools that are low 
in cost and easy-to-use, particularly for 
small businesses? How can we raise 
awareness of security issues among 
small businesses? 

• Do security tools work out-of-the-
box? What can businesses that do not 
have dedicated security personnel do to 
protect consumer information? 

• Are their limits to technology’s 
ability to protect consumer information? 
What role do people, policies, and 
organizational structure play in 
implementing effective safeguards 
programs? 

• How are U.S. agencies working with 
international organizations like OECD 
and APEC to provide security guidance 
for businesses? 

• What additional steps can 
businesses take to help create a ‘‘culture 
of security?’’

Requests to Participate as a Panelist in 
the Workshop 

Parties seeking to participate as 
panelists in the workshop must notify 
the FTC in writing of their interest in 
participating on or before Wednesday, 
March 26, 2003, either by mail to the 
Security of the FTC or by e-mail to 
techworkshop@ftc.gov. Requests to 
participate as a panelist should be 
captioned ‘‘Technology Workshop—
Request to Participate, PO34808.’’ 
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Parties are asked to include in their 
requests a statement setting forth their 
expertise in or knowledge of the issues 
on which the workshop will focus and 
their contact information, including a 
telephone number, facsimile number, 
and e-mail address (if available), to 
enable the FTC to notify them if they are 
selected. An original and two copies of 
each document should be submitted. 
Panelists will be notified on or before 
Wednesday, April 9. 2003, whether they 
have been selected.

Using the following criteria, FTC staff 
will select a limited number of panelists 
to participate in the workshop. The 
number of parties selected will not be so 
large as to inhibit effective discussion 
among them. 

1. The party has expertise in or 
knowledge of the issues that are the 
focus of the workshop. 

2. The party’s participation would 
promote a balance of interests being 
represented at the workshop. 

3. The party has been designated by 
one or more interested parties (who 
timely file requests to participate) as a 
party who shares group interests with 
the designator(s). 

In addition, there will be time during 
the workshop for those not serving as 
panelists to ask questions. 

Form and Availability of Comments 
The FTC requests that interested 

parties submit written comments on the 
above questions to foster greater 
understanding of the issues. Especially 
useful are any studies, surveys, 
research, and empirical data. Comments 
should be captioned ‘‘Technology 
Workshop—Comment, PO34808,’’ and 
must be filed on or before Wednesday, 
April 23, 2003. 

Parties sending written comments 
should submit an original and two 
copies of each document. To enable 
prompt review and public access, paper 
submissions should include a version 
on diskette in PDF, ASCII, WordPerfect, 
or Microsoft Word format. Diskettes 
should be labeled with the name of the 
party, and the name and version of the 
word processing program used to create 
the document. Alternatively, comments 
may be emailed to 
techworkshop@ftc.gov.

Written comments will be available 
for public inspection in accordance with 
the Freedom of Information Act, 5 
U.S.C. 552, and FTC regulations, 16 CFR 
part 4.9, Monday through Friday 
between the hours of 8:30 a.m. and 5 
p.m. at the Public Reference Room 130, 
Federal Trade Commission, 600 
Pennsylvania Avenue, NW., 
Washington, DC 20580. This notice and, 
to the extent technologically possible, 

all comments will also be posted on the 
FTC Web site at http://www.ftc.gov/
techworkshop.

By direction of the Commission. 
Donald S. Clark, 
Secretary.
[FR Doc. 03–4502 Filed 2–25–03; 8:45 am] 
BILLING CODE 6750–01–M

GENERAL ACCOUNTING OFFICE

[Document No. JFMIP–SR–03–01] 

Joint Financial Management 
Improvement Program (JFMIP)—
Federal Financial Management System 
Requirements (FFMSR)

AGENCY: Joint Financial Management 
Improvement Program (JFMIP).
ACTION: Notice of document finalization 
and posting. 

SUMMARY: The JFMIP is seeking 
announcement of document finalization 
and posting for the ‘‘JFMIP Revenue 
System Requirements Document’’ dated 
January 2003. The document is the first 
Federal Financial Management System 
Requirements (FFMSR) document to 
address standard financial requirements 
for Federal revenue systems. The 
document is intended to assist agencies 
when developing, improving or 
evaluating revenue systems. It provides 
the baseline functionality that agency 
systems must have to support agency 
missions and comply with laws and 
regulations. This document augments 
the existing body of FFMSR that define 
financial system functional 
requirements that are used in evaluating 
compliance with the Federal Financial 
Management Improvement Act (FFMIA) 
of 1996.
DATES: For release as soon as possible.
ADDRESSES: The document is available 
on the JFMIP Web site: www.jfmip.gov.
FOR FURTHER INFORMATION CONTACT: 
Daniel Costello at 
daniel.costello@gsa.gov.

SUPPLEMENTARY INFORMATION: The 
FFMIA of 1996 mandated that agencies 
implement and maintain systems that 
comply substantially with FFMSR, 
applicable Federal accounting 
standards, and the U.S. Government 
Standard General Ledger at the 
transaction level. The FFMIA statute 
codified the JFMIP financial system 
requirements documents as a key 
benchmark that agency systems must 
meet to substantially comply with 
systems requirements provisions under 
FFMIA. To support the provisions 
outlined in the FFMIA, the JFMIP is 
updating obsolete requirements 

documents and publishing additional 
requirements documents. 

An open house is scheduled for 
February 27, 2003, from 1 to 3 pm in 
room 5141A of the main GSA building, 
to provide additional information on the 
document. The name, organization, 
telephone number, and e-mail address 
for attendees should be e-mailed to 
daniel.costello@gsa.gov to register.

Karen Cleary Alderman, 
Executive Director, Joint Financial 
Management Improvement Program.
[FR Doc. 03–4528 Filed 2–25–03; 8:45 am] 
BILLING CODE 1610–02–M

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

Agency for Healthcare Research and 
Quality 

Notice of Meeting 

In accordance with section 10(d) of 
the Federal Advisory Committee Act (5 
U.S.C., Appendix 2), announcement is 
made of a Health Care Policy and 
Research Special Emphasis Panel (SEP) 
meeting. 

The Health Care Policy and Research 
Special Emphasis Panel is a group of 
experts in fields related to health care 
research who are invited by the Agency 
for Healthcare Research and Quality 
(AHRQ), and agree to be available, to 
conduct on an as needed basis, 
scientific reviews of applications for 
AHRQ support. Individual members of 
the Panel do not attend regularly-
scheduled meetings and do not serve for 
fixed terms or long periods of time. 
Rather, they are asked to participate in 
particular review meetings which 
require their type of expertise. 

Substantial segments of the upcoming 
SEP meeting listed below will be closed 
to the public in accordance with the 
Federal Advisory Committee Act, 
section 10(d) of 5 U.S.C., Appendix 2 
and 5 U.S.C. 552b(c)(6). Grant 
applications for AHRQ National 
Research Service Award Individual 
Research Training Grant (F32) Awards 
are to be reviewed and discussed at this 
meeting. These discussions are likely to 
reveal personal information concerning 
individuals associated with the 
applications. This information is 
exempt from mandatory disclosure 
under the above-cited statutes. 

SEP Meeting on: AHRQ National 
Research Service Award Individual 
Research Training Grant (F32) Awards. 

Date: March 26, 2003 (Open on March 
26 from 1 p.m. to 1:10 p.m. and closed 
for remainder of the teleconference 
meeting). 
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